Dear Security Minister,

We are writing to you today to ask you to take action to amend the Encryption Bill to protect the encrypted communications our community relies upon.

From banking to online communications, and our medical records and communications with friends and families, strong encryption is vital to our personal security.

Public safety can be protected without compromising privacy and cybersecurity, but not by undermining encryption.

We are asking you to implement a new clause that would safeguard encrypted communications, especially end-to-end encrypted communications and the platforms that provide them.

Our recent consultation shows there is overwhelming opposition to this proposal from XX% of doctors and XX% of journalists.

At a time when people need digital security more than ever, governments should support end-to-end encryption as the most effective way to ensure the personal security of billions of people and the national security of countries around the world.

End-to-end encryption serves a vital role in national and individual security, and ensures safety and privacy.

We look forward to hearing from you.

Yours sincerely,